Right to Know Advisory Committee
Public Records Exceptions Subcommittee
August 17, 2016
Meeting Summary

Convened at 10:16 a.m. in Room 438, State House, Augusta.

Present: Absent:

Sen. Burns Luke Rossignol
Rep. Kim Monaghan Linda Pistner
Mary Ann Lynch A.J. Higgins
Chris Parr

Helen Rankin

Eric Stout

Staff:
Craig Nale
Henry Fouts

Introductions

Rep. Monaghan called the meeting to order and all members introduced themselves.

Public records exceptions review discussion

Note: Reference numbers below refer to the spreadsheet of public records exceptions used to track the
review process. Copies of the spreadsheet are available on the Right to Know Advisory Committee
website or upon request.

The Subcommittee continued its review of existing public records exceptions.

Ref# 2: 1 M.R.S. 8402, Sub-83, {C-1, relating to communications between a constituent and an elected
official

This item was tabled at the Subcommittee’s prior meeting.

Rep. Monaghan asked staff to differentiate this confidentiality provision from the more general provision
dealing with legislative working papers. Staff explained that while legislative working papers are not
public records until after the legislative session, this confidentiality provision applies with no time limit.

Ms. Lynch moved, seconded by Rep. Monaghan, to recommend maintaining the provision with no
modifications, as it is harrowly tailored to protect private constituent information.

Mr. Parr noted that this is another example of information being designated confidential as opposed to the
entire record that contains that information being designated confidential, and that this creates a burden on
the agencies and public bodies because of increased time required for searching for and redacting the
confidential information. He expressed that this was his general problem with these types of public
records exceptions and his being in favor of a broader “records” standard for this confidentiality
provision.




After some further discussion in the Subcommittee, Mr. Parr made a motion, seconded by Mr. Stout, that
the Subcommittee recommend that this public records exception be amended to apply more broadly to the
entire record of constituent communication if it contains any of the types of information listed in the
current exception. However, the amendment would also require the agency to provide the record with
such information redacted, if it did not constitute an undue burden on the agency. The vote was
unanimous of those present. This proposed amendment will be put on the agenda for the next full
Advisory Committee meeting.

Sen. Burns stated that it was time for the Legislature to have a better disclaimer to make it clearer to the
public that constituent communications with legislators may become public record.

Mr. Stout made another motion, proposing that the subcommittee recommend creating a new public
records exception along similar lines to the proposed amendment. The new public records exception
would exempt from the definition of “public records” any records containing the information described in
1 M.R.S. 8402(3)(C-1)(1) and (2) (e.g., an individual’s medical information, credit or financial
information, etc.). Sen. Burns expressed discomfort with applying such a broadly applicable public
records exception, and wondered about the unintended consequences of such a change. Rep. Monaghan
shared this concern, but stated her support for the motion for the purpose of having a discussion of the
proposal in the full Advisory Committee. The vote in favor of the motion was 5-1. This discussion will
be put on the agenda for the next full Advisory Committee meeting.

Ref# 6: 1 M.R.S. 8402, Sub-83, fQ, relating to security plans, staffing plans, security procedures,
architectural drawings or risk assessments prepared for emergency events for Department of Corrections
or county jail

The Subcommittee voted 6-0 to recommend no modification to the current exception.

Ref# 13: 5 M.R.S. 81541, Sub-810-B, relating to internal audit working papers of the State Controller

The Subcommittee voted 6-0 to table this item in order to give staff an opportunity to contact The Office
of the State Controller again, requesting feedback from the agency regarding this exception.

Ref# 35: 12 M.R.S. 88005, Sub-81, relating to Social Security numbers, addresses, telephone numbers,
electronic mail addresses of forest landowners owning less than 1,000 acres

This item was previously tabled in order for staff to solicit stakeholder input. The one stakeholder group
that responded stated that it had no problem with the current exception. The Subcommittee voted 6-0 to
recommend no modification to the current exception.

Ref# 36: 12 M.R.S. 88005, Sub-82, relating to Social Security numbers, forest management plans and
supporting documents of activities for administering landowner assistance programs

This item was previously tabled in order for staff to solicit stakeholder input. The one stakeholder group
that responded stated that it had no problem with the current exception. The Subcommittee voted 6-0 to
recommend no modification to the current exception.




Ref# 37: 12 M.R.S. 88005, Sub-84, relating to forest management information designated confidential by
agency furnishing the information

This item was previously tabled in order for staff to solicit input from the stakeholders identified in the
Department of Agriculture, Conservation and Forestry’s survey response. No recommended changes
were received from stakeholders and the agency itself had recommended no changes in its original
response.

Mr. Parr objected to this provision on the basis that it was another example of information being
designated confidential as opposed to the entire record itself being confidential, creating a burden on the
agency or public body to search for and redact such information.

Ms. Lynch made a motion to recommend no modification to the current exception, reasoning that this
exception was involving proprietary and competitive information and that the agency had recommended
its continuation. The Subcommittee voted 5-0, with one abstention, to recommend no modification to the
current exception.

Ref# 38: 12 M.R.S. 810110, relating to a person's e-mail address submitted as part of the application
process for a hunting or fishing license

This item was previously tabled in order for staff to gather additional information from the Department of
Inland Fisheries and Wildlife regarding how a member of the public signified their wish for the
department to keep the individual’s email address confidential, whether this was treated as an opt-in or
opt-out type of system.

The department provided draft legislation expanding the exception to individual’s applying for permits
and registrations as well, and designating this information as confidential. Under the proposal, the
commissioner would be permitted to allow a member of the public to clearly indicate that the individual’s
email address not be kept confidential (an opt-in system). The proposal included additional exceptions to
the confidentiality to allow the department to disclose these email addresses to a contractor or state
agency for marketing or wildlife management purposes.

Mr. Stout explained the origin of the current public records exception, being aware of the agency
responding to a FOAA request for all email addresses contained in the department’s electronic licensing
system for commercial purposes. He noted that the term “contractor” in the proposed exception to the
confidentiality requirement should be clarified.

Mr. Parr made a motion, seconded by Sen. Burns, to 1) recommend no modification to the current public
records exception and 2) ask the full Advisory Committee to review the department’s proposed legislation
for possible action. Ms. Lynch expressed her lack of support for the second part of the motion, noting
that the proposed legislation would be more appropriately vetted through the Legislature’s Inland
Fisheries and Wildlife Committee. Sen. Burns agreed and the motion was withdrawn.

Mr. Parr expressed his support for the draft legislation’s opt-in approach and broader application, but
echoed concerns about allowing the use of this information by contractors. Rep. Monaghan expressed
some concern about the patchwork of public records exceptions regarding this type of personal
information.




Mr. Parr made a motion, seconded by Ms. Lynch, to recommend no modification to the current public
records exception. The motion was amended at the suggestion of Mr. Stout, to send a letter to the
Department of Inland Fisheries and Wildlife to relay the Subcommittee’s concerns regarding the draft
legislation’s allowing the department to use otherwise confidential email addresses for marketing
purposes without permission. The Subcommittee voted in favor of the motion, 6-0.

Ref# 39: 12 M.R.S. §12551-A, Sub-810, relating to smelt dealers reports, including name, location, gear
and catch

This item was previously tabled. Staff reviewed the agency response, recommending no changes to
current law. Ms. Lynch moved to recommend no modification, noting that this exception goes to the
competitive nature of the fishery.

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 40: 14 M.R.S. 86321-A, Sub-84, relating to the financial information disclosed in the course of
mediation under the foreclosure mediation program

Ms. Lynch spoke to the importance of this confidentiality provision to the process of foreclosure
mediation, with much of this information being personal financial information.

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 41: 17-A M.R.S. 81176, Sub-81, relating to information that pertains to current address or location
of crime victims

Mr. Parr made a motion, seconded by Mr. Stout, to recommend no modification to the current exception.
The motion carried, 5-0.

Ref# 42: 17-A M.R.S. 81176, Sub-85, relating to request by crime victim for notice of release of
defendant

Mr. Parr made a motion, seconded by Ms. Lynch, to recommend no modification to the current exception.
The motion carried, 5-0.

Ref# 51: 22 M.R.S. §2153-A, relating to information provided to the Department of Health and Human
Services by the U.S. Department of Agriculture and the U.S. Food and Drug Administration that is
confidential under federal law

Staff related the Department of Health and Human Services (DHHS) survey response, where the agency
had responded that the Department of Agriculture, Conservation and Forestry (ACF) was the custodian of
these records because 22 M.R.S. §2153 gives that department the power to promulgate appropriate
regulations. ACF provided no response to staff questions.




Mr. Parr noted that this was an example of a specific public records exception for information that is
already made confidential under another statute, in this case a federal statute. Ms. Lynch made a motion
to recommend no modification to the current exception, but the motion failed. Mr. Parr asked staff to
attempt to gather more information from the agencies to determine where the records actually are.

The Subcommittee voted 5-0 to table this item until the next meeting.

Next meeting

The Subcommittee will hold its next meeting on September 14, 2016 at 10:00 a.m. in Room 438 of the
State House, Augusta.

Adjournment
Rep. Monaghan adjourned the meeting at 12:28 p.m.



Right to Know Advisory Committee
Public Records Exceptions Subcommittee
July 20, 2016
Meeting Summary

Convened at 11:34 a.m. in Room 436, State House, Augusta.

Present: Absent:

Rep. Kim Monaghan Luke Rossignol
Chris Parr Mary Ann Lynch
Helen Rankin Linda Pistner
Kelly Morgan AJ. Higgins
Eric Stout

Staff:

Craig Nale

Henry Fouts

Introductions
The meeting was called to order and all members introduced themselves.

Public records exceptions review discussion

Staff reviewed the applicable review criteria at 1 MRSA 8432 for the Right to Know Advisory
Committee’s review of existing public records exceptions. Staff provided a broad overview of the
recommendations regarding existing public records in the Advisory Committee’s 2015 report, and
provided general information about the scope of the review that must be completed by 2017.

Completed surveys sent to the public bodies administering the relevant public records exceptions were
distributed to Subcommittee members. During this meeting the subcommittee reviewed the public records
exceptions detailed below.

(Note: Reference numbers below refer to the spreadsheet of public records exceptions used to track the
review process. Copies of the spreadsheet are available on the Right to Know Advisory Committee
website or upon request.)

Ref# 1: 1 M.R.S. 8402, Sub-82, G, relating to committee meetings pertaining to interscholastic sports \

The Subcommittee voted 4-0 to indefinitely postpone this item. The Maine Principals Association
responded to the request for information that it is not a public body; the exception also pertains to
meetings, not public records. The Subcommittee interpreted the public records exceptions review
requirement in the Freedom of Access Act to require only a review of exceptions to the definition of
“public records.” The Subcommittee discussed the possibility of further deliberation on this point with the
full Advisory Committee.

Ref# 2: 1 M.R.S. 8402, Sub-83, fC-1, relating to communications between a constituent and an elected
official




The Subcommittee voted 4-0 to table this item to discuss the broader implications of codifying individual
public records exceptions rather than fewer, but more broadly applicable, public records exceptions. The
Subcommittee discussed the difficulty in applying public records exceptions that except certain
information contained in a record from the definition of “public record,” instead of applying to the entire
record. The Subcommittee discussed generally the possibility of defining categories of information within
public records that should be confidential and not susceptible to disclosure under any circumstances; for
example, personally identifiable information (“PII”) as that term is used in federal public access laws. The
Subcommittee discussed how this approach could reduce the total number of individual public records
exceptions in law. The Subcommittee also discussed the differences between legislative working papers
and constituent communications, and the applicable public records requirements for each.

Ref# 50: 22 M.R.S. 81711-C, Sub-820, 1N, relating to hospital records concerning an individual’s health
care information

The Subcommittee voted 4-0 to recommend repealing this exception, provided the statute was explicitly
clear that all other federal laws concerning confidentiality and privacy applied. HealthinfoNet, the
custodian of the records subject to this exception, responded to the request for information that it is not a
public body subject to FOAA. Staff reviewed case law regarding how to determine if a body is a public
body subject to FOAA,; the Subcommittee determined that HealthInfoNet is not a public body. Because
the exception is inoperative, the Subcommittee recommended its repeal.

Next meeting

The Subcommittee will hold its next meeting on August 17, 2016 at 10:00 a.m. in Room 438 of the State
House, Augusta.

Adjournment

Rep. Monaghan adjourned the meeting at 12:23 p.m.




Right to Know Advisory Committee
Public Records Exceptions Subcommittee
September 14, 2016
Meeting Summary

Convened at 10:17 a.m. in Room 438, State House, Augusta.

Present: Absent:

Sen. Burns Luke Rossignol
Rep. Kim Monaghan Linda Pistner
Mary Ann Lynch A.J. Higgins
Helen Rankin Chris Parr

Eric Stout

Staff:

Craig Nale

Henry Fouts

Introductions

Rep. Monaghan called the meeting to order and all members introduced themselves.

Public records exceptions review discussion

Note: Reference numbers below refer to the spreadsheet of public records exceptions used to track the
review process. Copies of the spreadsheet are available on the Right to Know Advisory Committee
website or upon request.

Staff introduced Robert O’Connell, of the Bureau of Motor Vehicles (BMV) within the Department of the
Secretary of the State, who had offered to discuss his office’s view of two related public records
exceptions that were tabled at the full Advisory Committee meeting on August 17th. Staff invited a
representative of the Department of the Secretary of State to personally pass along the recommendations
of his office and to be available if there were any questions from Subcommittee members.

With respect to the public records exception at 1 MRSA 8402(3)(R) (Advisory Committee reference
number 7), relating to Social Security numbers in possession of the Secretary of State, Mr. O’Connell
stated that his agency did not object to the repeal of the exception, given the broader exception for Social
Security Numbers in paragraph N of the same subsection of the statute, and also given the confidentiality
provision in 29-A MRSA 81301 (Advisory Committee reference number 55) applicable to the Social
Security Number of an applicant for a driver's license or non-driver identification card. Mr. O’Connell
described his agency’s proposed draft legislation that would amend the confidentiality provision in Title
29-A, section 1301 by eliminating the discretionary sharing of Social Security Numbers as permitted by
federal law and instead allowing the sharing of this information only as required by federal law,
specifically 18 United States Code, section 2721(b).

Ms. Lynch made a motion to 1) repeal 1 MRSA 8402(3)(R) and 2) recommend the legislation submitted
by the BMV to amend 29-A MRSA 81301. Mr. O’Connell notified the Subcommittee that the BMV,
through the Secretary of State would be submitting a bill to accomplish this to the next Legislature, but
that his office appreciated the Subcommittee’s support. In response, Ms. Lynch modified her motion to
recommend repeal of 1 MRSA 8402(3)(R) and to endorse the BMV proposed amendment without



recommending that the full Advisory Committee put forward any legislation. The motion was seconded
by Mr. Stout and the motion carried by a vote of 5-0.

Ref# 13: 5 M.R.S. §1541, Sub-810-B, relating to internal audit working papers of the State Controller \

The Subcommittee had previously tabled this item in order to give staff an opportunity to contact the
Office of the State Controller again for feedback regarding this exception. The office provided a survey
response, in which the agency recommended keeping the exception unmodified because it is critical to
ensuring that ongoing audits and investigations are not jeopardized and because the protection of
confidentiality encourages individuals to provide data and candid information during audits and
investigations of their agencies.

The Subcommittee voted 4-0 unanimously to recommend no modification to the current exception.

Ref# 38: 12 M.R.S. §10110, relating to a person's e-mail address submitted as part of the application
process for a hunting or fishing license

Staff reviewed a draft letter to Chandler Woodcock, Commissioner of Inland Fisheries and Wildlife
relaying the Subcommittee’s decision to recommend no modification to the current exception, but
encouraging the Department to submit its proposed legislation to the 128th Legislature. By consensus the
Subcommittee approved of the letter.

Ref# 51: 22 M.R.S. §2153-A, relating to information provided to the Department of Health and Human
Services by the U.S. Department of Agriculture and the U.S. Food and Drug Administration that is
confidential under federal law

The Subcommittee had previously tabled this item in order to give staff an opportunity to contact the
Department of Agriculture, Conservation and Forestry (DACF) again for feedback regarding which
agency is the custodian of these records and, if DACF is the custodian, input on its experience and
recommendations with respect to the exception. The agency responded that it did not recommend any
changes to the current exception, and that it is important for the agency to follow federal requirements and
federal confidentiality agreements with respect to this information.

Staff suggested that the statute could be clarified to indicate that DACF is the official custodian of these
records instead of the Department of Health and Human Services. Staff added that, however, practically
speaking, the departments already have an understanding of how the law is administered and neither
indicated that the language has caused any problem.

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 54: 25 M.R.S. 84202, relating to records and information connected in any way with the work of a
critical incident stress management team for law enforcement personnel

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 56: 29-A M.R.S. 82251, sub-87-A, relating to personally identifying accident report data contained
in an accident report database

There was some discussion in the Subcommittee about whether this information should be kept
confidential, given that it is potentially important for individuals seeking necessary information about the

2



other party in an automobile accident. During the course of the discussion it was clarified that this
exception applied only to bulk data transfers from the accident database, not to requests for individual
accident reports. Mr. Stout explained that the provision was originally enacted to limit the information
released in bulk data requests from law firms seeking personal information by which to contact potential
clients.

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 57: 29-A M.R.S §2117-A, relating to data collected or retained through the use of an automated
license plate recognition system

Mr. Stout explained the current automated license plate recognition system by which commercial truck
license plate data is collected by scanners at State Police truck inspection stations and the plate number is
electronically checked against a national database of commercial truck safety violations. Ms. Lynch
expressed concern about continuing this public records exception when the Department of Public Safety
did not express an opinion on whether it should be retained. Rep. Monaghan expressed concern that the
Subcommittee had not heard input from the Department of Transportation, Bureau of Motor Vehicles or
truckers associations. Staff agreed to gather input from these entities and report back at the next
Subcommittee meeting.

The Subcommittee voted to table discussion on this exception by a vote of 5-0.

Ref# 58: 32 M.R.S. §91-B, sub-81, relating to quality assurance activities of an emergency medical
services quality assurance committee

Subcommittee members expressed concern for the breadth of this confidentiality provision. In particular,
there was concern about the confidentiality of the “quality assurance activities” of an emergency medical
services quality assurance committee approved by the Emergency Medical Services Board. Members
expressed understanding of the need for personally identifiable information to be confidential, but
confusion about why the proceedings and activities of this public body should be confidential.

The Subcommittee voted to table discussion on this exception by a vote of 5-0.

Ref# 59: 32 M.R.S. §91-B, sub-81, A, relating to personal contact information and personal health
information of applicant for credentialing by Emergency Medical Services Board

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 60: 32 M.R.S. §91-B, sub-81, 1B, relating to information about a person receiving emergency
medical services as part of an application for credentialing by Emergency Medical Services Board

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 61: 32 M.R.S. §91-B, sub-81, JC, relating to information submitted to the Emergency Medical
Services Board for its statewide trauma-incidence registry under section 87-B

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 62: 32 M.R.S. §91-B, sub-81, 1D, relating to examination questions used for credentialing by
Emergency Medical Services Board




Ms. Lynch expressed some concern about this provision, noting that the Board of Overseers of the Bar,
for example, makes public the bar examination questions from prior years so that those planning to take
the exam can better understand the scope of the test and prepare for it. She noted that this confidentiality
provision is qualitatively different than the other related provisions in this section. Ms. Lynch stated that
she understood the reason for wanting to protect the questions for upcoming examinations, but not the
questions for prior examinations.

The Subcommittee voted to table discussion on this exception by a vote of 5-0.

Ref# 64: Title 34-A, section 11221, subsection 13, relating to disclosure by the Bureau of Investigation
and law enforcement agencies of certain sex offender registry information in electronic form

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 65: Title 34-A, section 11221, subsection 9-A, relating to certain sex offender registry information
collected by the Bureau of Investigation, including information relating to the identity of persons
accessing the sex offender registry

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 66: Title 34-B, section 1931, subsection 6, relating to the records of the Mental Health Homicide,
Suicide and Aggravated Assault Review Board

Staff related its efforts to gather information about and from the Mental Health Homicide, Suicide and
Aggravated Assault Review Board. The only information staff could ascertain was that the Board appears
to have been inactive since at least 2011.

Ms. Lynch noted that there is currently a Homicide Review Board that is active. Sen. Burns asked staff to
continue seeking information about the Board from the Attorney General’s Office, including information
about the Board’s status and whether its charge is currently being carried out by the Homicide Review
Board. Ms. Lynch also suggested following up with Lisa Marchese, Criminal Division Chief of the
Attorney General’s Office, Cumberland County District Attorney Stephanie Anderson and the National
Alliance on Mental Illiness (NAMI) in Maine.

The Subcommittee voted to table discussion on this exception by a vote of 5-0.

Ref# 67: Title 34-B, section 3864, subsection 12, relating to abstract of involuntary commitment order
provided to State Bureau of Identification

Ms. Lynch noted that these records contained very confidential mental health information used for
purposes of firearm background checks.

The Subcommittee voted 5-0 to recommend no modification to the current exception.

Ref# 69: Title 35-A, section 10106 relating to records of the Efficiency Maine Trust and its board \

This item was previously tabled by the Subcommittee in order to request a proposed amendment from the
Executive Director of the Efficiency Maine Trust in writing. Staff reviewed the proposed amendment,
which would move the authority to determine whether records of the trust were business sensitive, and

4



therefore confidential, from the board to the director. The amendment also gives authority to the director,
as opposed to the board, in making the determination of what information that would be otherwise
confidential may be released. According to the Efficiency Maine Trust Executive Director, Michael
Stoddard, this change is needed because these decisions must be made quickly, in the ordinary course of
business, and are therefore better suited to being made by the executive director than the board, which
only meets once per month. Additionally, the amendment would replace an “and” with an “or,” so that
any of the criteria for confidential trust records may be present instead of all criteria needing to be met in
order for the records to be determined confidential.

The Subcommittee voted 5-0 to amend the current provision with the language submitted by Mr.
Stoddard of the Efficiency Maine Trust.

Next meeting

The Subcommittee will hold its next meeting at 10:00 a.m. on Wednesday, October 5th in Room 438
(Judiciary Committee Room) of the State House.

Adjournment
Rep. Monaghan adjourned the meeting at 12:11 p.m.



RIGHT TO KNOW ADVISORY COMMITTEE
PUBLIC RECORDS EXCEPTIONS REVIEW SUBCOMMITTEE

AGENDA
October 5, 2016
10:00 a.m.
Room 438, State House, Augusta
Convene

1. Welcome and Introductions

2. Continue review of public records exceptions enacted after 2004 and before 2013:
discussion and recommendations to the full Advisory Committee

Adjourn

Right to Know Advisory Committee Meeting, Subcommittee Meeting, October 5, 2016
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Title 1, section 402, subsection 3,
paragraph P, relating to

402 .. . .
geographic information regarding
recreational trails on private land
Department of Inland
Fisheries and Wildlife;
Department of
Agriculture, Accepted
Conservation and Subcommittee
Forestry No Modification recommendation
Title 1, section 402, subsection 3,
paragraph Q, relating to security
plans, staffing plans, security
402 procedures, architectural drawings
or risk assessments prepared for
emergency events for Department Accepted
of Corrections or county jail Department of Subcommittee
Corrections No Modification recommendation
Title 1, section 402, subsection 3,
paragraph R, relating to Social Accepted
402 . . . Subcommittee
Security numbers in possession of ) i
Repeal (reconsidered at  [recommendation to
the Secretary of State )
Secretary of State 9/14/16 meeting repeal
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Title 5, section 17057, subsection
3, relating to home contact
information of Maine Public

14 17057 3 .
Employees Retirement System Maine Public Accepted
members, benefit recipients and  [Employees Retirement Subcommittee
staff System No Modification recommendation
Title 5, section 17057, subsection
4, relating to Maine Publi . .
15 17057| 4 |0 ¢ @HR8 IO AAIne TUBIC Maine Public Accepted
Employees Retirement System . )
. . . .. |Employees Retirement Subcommittee
private market investment activity . .
System No Modification recommendation
Title 5, section 17057, subsection
3, relating to Maine Public
16 17057 5 |Employees Retirement System ) )
ployee Y .. |[Maine Public Accepted
employees personal and complaint ) .
RO . . Employees Retirement Subcommittee
and disciplinary information o )
System No Modification recommendation
Title 5, section 90-B, subsection 7,
) Accepted
17 90-B 7  |relating 8.5.0 Address Subcommittee
Confidentiality Program Secretary of State No Modification recommendation
Title 7, section 1052, subsection 2-
A, relating to total potential Department of
18 1052 | 2-A |acreage of genetically modified  |Agriculture, Accepted

crops reported by individual
manufacturers

Conservation and
Forestry

No Modification

Subcommittee
recommendation
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23

1006

Title 8, section 1006, subsection 1,
paragraph D, relating to
information or records required by
the Gambling Control Board for
licensure: financial, statistical and
surveillance information related to
the applicant

Department of Public
Safety

No Modification

Accepted
Subcommittee
recommendation

24

1006

Title 8, section 1006, subsection 1,
paragraph E, relating to
information or records required by
the Gambling Control Board for
licensure: creditworthiness, credit
rating or financial condition of
person or project

Department of Public
Safety

No Modification

Accepted
Subcommittee
recommendation

25

1006

Title 8, section 1006, subsection 1,
paragraph F, relating to
information or records required by
the Gambling Control Board for
licensure: information from other
jurisdictions conditioned on
remaining confidential

Department of Public
Safety

No Modification

Accepted
Subcommittee
recommendation

26

1006

Title 8, section 1006, subsection 1,
paragraph G, relating to
information or records required by
the Gambling Control Board for
licensure: information designated
confidential under federal law

Department of Public

Safety

No Modification

Accepted
Subcommittee
recommendation
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Title 8, section 1007, subsection 2,
relating to information or records
received by the Gambling Control

30 1007 Board or Department of Public
Safety from another agency ) Accepted .
pursuant to agreement Department of Public Su _ono33_zmm.
Safety No Modification recommendation
Title 8, section 1008, relating to
information or records used or
produced by the Gambling Control
31 1008 Board or Department of Public
Safety in connection with
hearings, proceedings or appeals ) Accepted .
pursuant to Title 8, section 1052 Department of Public mccooBB_xmm.
, Safety No Modification recommendation
Title 8, section 1052, relating to
reports, information or records
compiled by the Gambling
19 1052 Control Board and Dept. of Public
Safety concerning noncompliance
with or violation of the chapter by Accepted
an applicant, licensee, owner or  [Department of Public Subcommittee
key executive Safety No Modification recommendation
Title 8, section 270-A, relating to
records and information included |Department of
33 270-A in application or materials Agriculture, Accepted

required for issuance of

commercial track license

Conservation and

Forestry

No Modification

Subcommittee
recommendation
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Title 12, section 10110, relating to
a person's e-mail address

No Modification; Send
letter to IFW Committee
expressing approval of

38 12 }10110 mccn.zawa as part of the . opt-in language from Accepted
mwvrowﬁos.@aooo% for a hunting DIFW but concern about |Subcommittee
or fishing license Department of Inland | marketing and recommendation; send

Fisheries and Wildlife [contractors language letter
Title 12, section 12551-A,
12551+ subsection 10, relating to smelt Accepted
39 12 10 ) . :
A dealers reports, including name,  |Department of Inland Subcommittee
location, gear and catch Fisheries and Wildlife |No Modification recommendation
Title 14, section 6321-A,
631 subsection 4, relating to the
40 14 4  |financial information disclosed in
A .. Accepted
the course of mediation under the .. ) )
.. Administrative Office Subcommittee
foreclosure mediation program o i
of the Courts No Modification recommendation
Title 17-A, section 1176,
subsection 1, relating to

41 17-A | 1176 1 |information that pertains to Accepted
current address or location of Department of Public Subcommittee
crime victims Safety No Modification recommendation
Title 17-A, section 1176,

i lating t estb

49 17-A | 1176 5 mc.@mooﬁ.oﬁ 5, rela ing to request by Accepted |
crime victim for notice of release |Department of Subcommittee
of defendant Corrections No Modification recommendation

10
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43 2 1494 Title 22, section 1494, relating to Accepted
OOOS@&N&OSW~ disease H@@OH@SM Department of Health Subcommittee
and Human Services No Modification recommendation
Title 22, section 2425, subsection
. . .. Accepted
49 22 2425 8 |8, relating to medical marijuana
. . . . Department of Health Subcommittee
registry identification cards . I .
and Human Services  |No Modification recommendation
Title 22, section 1711-C,
1711- subsection 20, aﬂmﬁcm to hospital Did not accept
50 22 20  |records concerning health care .
C of . ) Repeal because Subcommittee
ﬂb nn.smﬁob pertaining to an information is already recommendation;
individual adequately protected and [Unanimous vote to
FOAA doesn't apply to continue exception
HealthInfoNet HealthinfoNet without modification
Title 22, section 2153-A, relating
to information provided to the
2153 Department of Health and Human
51 22 A Services by the U.S. Department
of Agriculture and the U.S. Food
and Drug Administration that is
confidential under federal law Accepted
Department of Health Subcommittee

and Human Services

No modification

recommendation

12
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Title 29-A, section 1301, relating
to the social security number of an

5 | 29-A | 13011 6-A applicant for a driver's license or Approve of language
nondriver identification card recommended by SOS
but understand SOS will
submit legislation to
Secretary of State No modification effect the change
Title 29-A, section 2251,
subsection 7-A, relating to
56 29-A | 2251 | 7-A |personally identifying accident Accepted

report data contained in an Department of Public Subcommittee
accident report database Safety recommendation
Title 29-A, section 2117-A, .

L e o 3- |relating to m.ﬂm collected or . o o |

57 | 29-A | A 4 |retained through the use of an Department of Public |Tabled, Reach out to DOT,

b . automated license plate Safety; Department of - |Me. St. Police, BMV and
. - |recognition system _ |Transportation [trucking interests _
_ |Title 32, section 91-B, subsection . .
. 1 relating to quality assurance |
58 32 | 91-B. activities of an emergency medical - -
. v o services quality assurance | Department of Public |Tabled. Follow up re: first

committee Safety sentence .

14
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Title 30-A, section 4706,

Maine State Housing

Accepted

63 30-A | 4706 1 subsection 1, relating to municipal Authority Subcommittee
housing authorities (MaineHousing) No modification recommendation
Title 34-A, section 11221,
64 34-A | 11221 13 mﬂ.&mooﬁob 13, Ho_msbm to
disclosure of certain sex offender
registry information
Accepted
Department of Public Subcommittee
Safety No modification recommendation
Title 34-A, section 11221,
- . . . Accepted
65 34-A [11221] 9-A |subsection 9-A, relating to certain . )
. . . Department of Public Subcommittee
sex offender registry information o i
Safety No modification recommendation
Title 34-B, section 1931;
. - |subsection 6, relating to the .
66- | 34-B | 19311 6 [records of the Mental Health | .
. - IHomicide; Suicide and - |Mental Health

; . .. . |Aggravated Assault Wo&mé,_wom&

 |Aggravated Assault  |Tabled. Check if Ioa.aaw
Review Board Review Boardhas
(MHHSAARB) replaced this board.

Homicide, Suicide, and

16
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36

6271

Title 36, section 6271, subsection
2, relating to an application,
information submitted in support
of an application and files and
communications in relation to a

municipal property tax deferral
program for senior citizens

Maine Municipal
Association

No Modification

Accepted
Subcommittee
recommendation

71

38

1310-

Title 38, section 1310-B,
subsection 2, relating to hazardous
waste information, information on
mercury-added products and
electronic devices and mercury
reduction plans

Department of
Environmental
Protection

No Modification

Accepted
Subcommittee
recommendation

72

38

580-B

11

Title 38, section 580-B, subsection
11, relating to records held by the
Department of Environmental
Protection or its agents regarding
individual auctions administered
under the carbon dioxide cap-and-
trade program

Department of
Environmental
Protection

No Modification

Accepted
Subcommittee
recommendation

18




Right to Know Advisory Committee L= A 7
DRAFT Proposed Bill to Implement the Recommendations of the
Public Records Exceptions Review Subcommittee
An Act to Implement Recommendations of the Right to Know Advisory Committee
Regarding Public Records Exceptions
Be it enacted by the People of the State of Maine as follows:

Sec. 1. 1 MRSA §402, sub-§3, §C-1 is amended to read:

C-1. Information-containeddn Records that are a communication between a constituent and an
elected official if the information communication contains any of the following information that:

(1) Is of a personal nature, consisting of:

(a) An individual's medical information of any kind, including information
pertaining to diagnosis or treatment of mental or emotional disorders;

(b) Credit or financial information;

(c) Information pertaining to the personal history, general character or conduct of
the constituent or any member of the constituent's immediate family;

(d) Complaints, charges of misconduct, replies to complaints or charges of
misconduct or memoranda or other materials pertaining to disciplinary action; or

(e) An individual's social security number; or
(2) Would be confidential if it were in the possession of another public agency or official;

Notwithstanding this paragraph, the records described in this paragraph are public records if the
information described in subparagraphs (1) and (2) may be redacted without significant effort by
the agency or public official having custody or control of the record and such redactions are
made prior to public release.

Sec. 2. 1 MRSA §402, sub-§3, q[V is enacted to read:

V. Records containing any of the following information:

(1) Information of a personal nature, consisting of:

{a) An individual's medical information of any kind, including information
pertaining to diagnosis or treatment of mental or emotional disorders:

(b) Credit or financial information;

(c) Information pertaining to the personal history, general character or conduct of
an individual or any member of the individual’s immediate family:




(d) Complaints, charges of misconduct, replies to complaints or charges of
misconduct or memoranda or other materials pertaining to disciplinary action: or

(e) An individual's social security number: or

(2) Information that would be confidential if it were in the possession of another public
agency or official.

SUMMARY

This bill amends Maine’s Freedom of Access Act by amending an exception to the
definition of public records covered by the Act. The current exception for certain personal
information contained in a communication between a legislator and constituent is broadened to
exclude the entire record of the communication, as opposed to the personal information
contained in the communication. The record of this communication may be a public record,
provided the agency or public official may easily redact the private information from the record
and does in fact do so prior to release of such records to the public.

It also adds a new exception to the definition of public records covered by the Freedom of
Access Act for any records that contain any certain personal information.



Public Records Exceptions Subcommittee
Right to Know Advisory Committee

Sample language for Section 2 of Subcommittee proposed draft legislation,
related to the federal Privacy Act of 1974, 5 U.S.C. § 552a, et seq.

The term “personally identifiable information” refers to information which
can be used to distinguish or trace an individual's identity, such as their
name, social security number, biometric records, etc. alone, or when
combined with other personal or identifying information which is linked or
linkable to a specific individual, such as date and place of birth, mother’s
maiden name, etc.

Office of Management and Budget Memorandum M-07-16, “Safeguarding Against
and Responding to the Breach of Personally Identifiable Information” (May 22,
2007)

Office of Policy and Legal Analysis






Fouts, Henry

From: Linda Pistner <Lpistner@roadrunner.com>

Sent: Tuesday, October 04, 2016 3:19 PM

To: Fouts, Henry

Cc: Kielty, Brenda

Subject: comments on draft legislation re constituent mail and exception for personal

information

Hi, Henry, here are my thoughts on the draft legislation we
discussed. Thanks for forwarding them to the Chair and members for me.

Dear Members of the Right to Know Advisory Committee and Exceptions
Subcommittee,

[ am sorry that I won't be able to join you for Wednesday's
meetings. Unfortunately (for me), the flu caught up to me before the

state's flu shot clinic and T have been Impatiently languishing at
home. I did not even consider remote participation in
these meetings, which will not surprise you given my
views about the law. ;) I had intended to outline in
writing my concerns about these two proposals in any
event.

Section 1 makes the entire record of a constituent communication
confidential if any of the listed personal information is contained in it,
subject to an exception that makes such records public if the protected
information can be redacted "without significant effort."

Constituent communications, as we know, can contain a lot of information
that the constituent might believe is being shared only with a

legislator. This provision of the FOAA is of course intended to protect
that personal information, and many legislators now use a disclaimer or
warning about the possibility that information sent to them may become

public. However, these same records might also include requests for
1



legislation, or encourage the legislator to vote a particular way on pending
legislation, information that is now and should continue to be public. This
proposal would make that information confidential as well, and for that
reason alone I would not support it.

There is another problem, one that I brought up at our last meeting, but
very imprecisely. Redaction is mentioned in Sec. 408-A, as Chris Parr
pointed out, but only as an activity for which time can be charged in
determining fees for fulfilling a FOAA. What the last paragraph of
Section 1 of the draft would do for the first time is establish a standard for
when redaction is required. Currently any dispute about redaction can be
resolved by a court on a case by case basis, an approach that has worked
pretty well.

Some issues to consider in creating a standard for redaction: 1) should it
apply in all circumstances, rather than just constituent communications; 2)
while the suggested standard, "without significant effort," is too vague,
what would be clearer, fair and meaningful; and 3) given the differing
points of view of the numerous stakeholders, should more time be taken in
crafting a standard, if that is to be pursued.

Section 2. This section creates a new exception of general application for
several categories of personal information. Again, the records rather than
just the personal information contained in them would be made
confidential, which is too broad, particularly when applied to all public
records. In addition, this proposal would conflict with a variety of laws
and rules governing what is confidential in specific contexts, provisions
that are tailored to circumstances. We have seen, for example, how even
making just the address of a holder of a state professional or occupational
license generates competing considerations.

Again, I regret not being with you today for what are always interesting
discussions.

Best,



fef # <3

Nale, Crai(‘;

From: Parr, Christopher <Christopher.Parr@maine.gov>
Sent: Thursday, September 29, 2016 2:57 PM

To: Nale, Craig

Cc Scott, Brian P; Scott, Bruce G

Subject: RE: RTKAC Subcommittee items

Craig:

I've spoken with Maj. Brian Scott about this.

The position of the Maine State Police is that the exception re: automated license plate recognition
system data should remain in place.

Best, C

CHRISTOPHER PARR
STAFF ATTORNEY | MAINE STATE POLICE

(e) christopher.parr@maine.gov

DEPARTMENT OF PUBLIC SAFETY
MAINE STATE POLICE

45 COMMERCE DRIVE, SUITE |
AUGUSTA, ME 04333-0042

TS AL, AMD AMNY ATTACHMENTS THERETO, MAY CONTAIM INFORMATION THAT I8 COMFIDENTIAL BY LAW
AMIVOR INPORMATION THAT I8 PROTECTED BY ATTORNEY-CLIENT PRIVILEGE, IF YOU THINK YOU HAVE
RECEIVED THIS E-MAIL 1M ERROR, PLEASE COMNTALT ME WITH A REPLY E-MAN AT THE EARLIEST

COMYERIENCE, THANEK YO

From: Nale, Craig [mailto:Craig.Nale@legislature.maine.gov]
Sent: Wednesday, September 28, 2016 9:18 AM

To: Parr, Christopher

Subject: RE: RTKAC Subcommittee items

Hi Chris,

Thanks for forwarding to Mr. St. Germain. About paragraph 1, the subcommittee members were seeking more
information about the confidential information to justify the continuation of the exception. Perhaps the concern about
the balance of public access and confidentiality could be addressed with some greater understanding of why (or
whether) it would be a concern of the State for that information to be available to the public? The fact that DPS took no
position on the exception seemed to concern the members, although there was not a more detailed discussion about
particular issues with this one.

Craig



From: Parr, Christopher [mailto:Christopher.Parr@maine.gov]
Sent: Wednesday, September 28, 2016 7:45 AM

To: Nale, Craig; StGermain, Shaun A

Cc: Scott, Brian P

Subject: RE: RTKAC Subcommittee items
Importance: High

Craig:
Thanks for the email.

With this email I am forwarding your email below to Shaun St. Germain, Director of Maine Emergency
Medical Services here at DPS. He is best able to respond to paragraphs 2 and 3 of your query.

Point of clarification: Is there a question with regard to paragraph 1?

C

CHRISTOPHER PARR
STAFF ATTORNEY | MAINE STATE POLICE

(e) christopher.parr@maine.gov

DEPARTMENT OF PUBLIC SAFETY
MAINE STATE POLICE

45 COMMERCE DRIVE, SUITE |
AUGUSTA, ME 04333-0042

THIS E-MALL, AND ARNY ATTACHMENTS THERETD, MAY CONTAIN INFORMATION THAT 18 CONFIDENTIAL BY LAWY
ANDIOR INFORMATION THAT IS PROTECTED BY ATTORNEY-CLIENT PRIVILEGE., W YOU THINK YOU HAVE
RECEIVED THIS E2AIL 1IN ERROR, PLEASE CONTALYT ME WITH A REPLY E-MAIL AT THE BEaRLIEST

CONYEMIENCE, THANK YOI

From: Nale, Craig [mailto:Craig.Nale@legislature.maine.gov]
Sent: Tuesday, September 27, 2016 3:10 PM

To: Parr, Christopher

Subject: RTKAC Subcommittee items

Hi Chris,

At the last RTKAC Subcommittee meeting members had some additional questions or concerns about three provisions
affecting DPS: Ref ## 57, 58 and 62.

Ref #57 is at 29-A MRSA § 2117-A(4). It makes data collected by an automated license plate recognition system
confidential and available for use only by a law enforcement agency; DOT for protecting public safety and transportation
infrastructure; and DPS/State Police for commercial motor vehicle screening and inspection. The exception does allow a
law enforcement agency to publish aggregate data and to share commercial motor vehicle screening data for federal
regulatory compliance purposes. Subcommittee members were concerned about the balance of confidentiality and
public access because DPS did not take a position on whether the exception should be continued. Members asked that
we reach out to DOT, BMV and commercial trucking representatives for further input, which | am doing.

2



Ref #58 is at 32 MRSA § 91-B(1). There are several exceptions in the opening paragraph and in paragraphs A-D below it,
but the exception the Subcommittee is seeking further information on here is in the first sentence. The first sentence
provides that “all proceedings and records of proceedings concerning the quality assurance activities of an emergency
medical services quality assurance committee approved by the [Emergency Medical Services Board] and all reports,
information and records provided to the committee are confidential and may not be disclosed or obtained by discovery
from the committee, the board or its staff.” Subcommittee members were concerned about the breadth of this
exception, and especially with the confidentiality of reports, information and records provided to the Board.

Ref #62 is also within 32 MRSA § 91-B(1), but includes only 9ID. This exception makes examination questions used by the
Emergency Medical Services Board to fulfill cognitive testing requirements (required by 32 MRSA § 85(3)(C)}. A concern
with the exception is whether those guestions need to be confidential when applicants might find them useful for
preparing for the exam (like bar applicants use old bar exam questions to study).

If I can help explain these any further or reach out to additional interested groups for some information please just let
me know. Thanks again for all your help with these.

Craig

Craig T. Nale, Esq.

Legislative Analyst

Office of Policy and Legal Analysis

Maine State Legislature

13 State House Station, Augusta, ME 04330
(207) 287-1670

craig.nale@legislature.maine.gov







MAINE MOTOR TRANSPORT ASSOCIATION

142 Whitten Road P.O. Box 857 Augusta, Maine 04332-0857
(207) 623-4128 <« FAX (207) 623-4096 - www.mmta.com
“The spokesman for the Maine Trucking Industry”

September 30, 2016

Dear Right to Know Advisory Committee,

Thank you for the opportunity to provide comment on the Committee’s review of Title 29-A §2117-A,
the use of automated license plate recognition systems (ALPR’s), on behalf of our over 1,350 members.
We regret we were unable to attend in person to provide our comments.

The Maine Motor Transport Association supports the law as currently written. It is our belief that the
current exceptions to prohibit the use of automated plate readers are reasonable. The law affords
protections to individuals and companies, while allowmg the reasonable use of ALPR’S for specific
purposes outlined in the law.

The Trucking Industry is directly impacted by the use of ALPR’s on a daily basis as we are regulated by
the Federal Motor Carrier Safety Administration and the Maine State Police because we are engaged in
commerce. The Maine State Police, in particular, routinely utilize ALPR’S to screen truck traffic for
compliance and safety. The use of this technology allows truck traffic to be screened with nominal
interruption to daily delivery routines,; keepmg the flow of commerce moving. in an Industry where
safety is the highest priority, ALPR’s help 10 ldentlfy trucking companles with poor safety ratings, while
allowing companies with excellent safety records to contmue w;th Ilttle down tlme ThlS keeps the flow
of goods and services, and our economy moving. - ARSI -

Subsection 4 of the law protects the confidentiality of the data collected and allows its use for limited
purposes, which we support. D

Please do not hesitate to contact myself or Tim Doyle if we can answer any questions. Again, thank you
for the opportunity to comment.

fan Parke, President and CEQ
aine Motor Transport Association






STATE OF MAINE

OFFICE OF THE
SECRETARY OF STATE

MATTHEW DUNLAP
SECRETARY OF STATE

4 January 2011

The Honorable Ronald F. Collins, Senate Chair
Joint Standing Committee on Transportation

3 State House Station

Augusta, ME 04333

The Honorable Richard M. Cebra, House Chair
Joint Standing Committee on Transportation

2 State House Station

Augusta, ME 04333

Dear Senator Collins and Representative Cebra,

Attached please find the final report of the Automated License Plate Recognition System Working
Group. Pursuant to Chapter 605 of the Public Laws 2010, the Secretary of State was charged with
assembling the group and holding a series of public meetings over the use, limitations, and governance of
the deployment of plate recognition technology.

I would like to thank all who participated, and in particular would like to thank the South Portland Police
Department, without whose cooperation and hospitality in hosting the working group’s meetings our
work would have been much more difficult.

Please do not hesitate to contact our offices if you have any questions.

Sincergly,

Matthew Dunlap
Secretary of State






Report of the Automated License Plate Recognition System
Working Group

Given to the Joint Standing Committee on Transportation

January 2011

Introduction:

Emerging technologies offer great promise for enhancing the ability of law enforcement officers
to optimize their performance in executing their sworn duties. New technologies also offer new

challenges to the public trust, however, which bear scrutiny and review to ensure that the use of
new tools has public support.

The Automated License Plate Recognition Working Group was assembled pursuant to Chapter
605. PL 2010 (LD 1561), “An Act to Regulate the Use of Automated License Plate Recognition
Systems.” LD 1561 was introduced by State Senator Dennis Damon, D-Hancock, amid
concerns that plate recognition technologies, such as the South Portland Police Department
implemented following a grant award, allow law enforcement officers far too much access to
information about law-abiding citizens and their movements, and thus represents an untenable
invasion of privacy. The original bill called for a proscription of such technologies. The bill was
amended and passed into law outlining conditions of use and information retention schedules;

and also the establishment, by the Secretary of State, of the Working Group whose product is this
report.

The Working Group was fortunate in that the South Portland Police Department immediately
recognized the force and weight of Senator Damon’s concerns, and the echoing of those
concerns by privacy advocates, by aggressively working on sophisticated policies of use of the
plate recognition readers. Further, SPPD has been open and generous in making demonstrations
of the equipment readily available so that members could better understand its uses and
limitations.

The policies adopted by South Portland, coupled with draft policies from the International
Association of Chiefs of Police and the Maine Chiefs of Police, provide a strong baseline for a
statewide policy that should be considered for adoption by any agency.

The Working Group recommends that the Legislature adopt the following provisions:

e Amend MRSA Title 25, Section 2803-B to require a policy governing use of Automated
License Plate Readers be adopted by a law enforcement agency seeking to employ the
technology;

e The Board of Trustees of the Maine Criminal Justice Academy should adopt standards
for a model policy based on the IACP model policy, and;



e License plate information collected by an agency incidental to a project should not be
subjected to Freedom of Information Act requests, and should be purged immediately
upon completion of the project.

These recommendations are more fully discussed in the report. The Chair wishes to thank all of
the participants for their energy and insights, and particularly the South Portland Police
Department, without whose experience and input this work would have been made much more
difficult.

Chapter 605 and the working Group membership are included in Appendix A.

Automated License Plate Recognition Systems (ALPR’s)

ALPR systems are fixed or mobile devices which use optical character recognition technology,
and computer algorithms to convert license plate images into computer data. The plate data then
can be searched against various law enforcement databases. Typically, an ALPR system is
mounted on a police cruiser. The system scans license plates entering the system’s field of view,
and compares the image data to a previously defined database loaded into a computer in the
cruiser. Upon a “hit”, the officer is notified. The officer then must follow established procedure
to verify the plate status, and to take any appropriate action.

Typically, the local database or “hot list” is a concatenation of several law enforcement motor
vehicle-related databases including stolen vehicles, suspended registrations, tax and toll
violators, vehicles registered to missing or wanted persons, or vehicles registered to other
persons of interest. Specific registrations also may be entered into the hot list, for example for
“AMBER?” alerts.

Hot lists must be updated frequently to be of value.

ALPR’s are able to store information about plates that have been read, including the plate
number, date, time and location of the data capture. This data can be uploaded from the cruiser’s
computer to a central site and stored indefinitely. Potentially, the data may be combined with
other public and private data sources, analyzed, or shared with other entities. In addition, as with
any sensitive database, data security is a concern. This ability to retain, share and combine large
amounts of data, and the potential ability to track a vehicle’s movement over time raises privacy
concerns.

ALPR Working Group:

The ALPR Working Group included representatives from the Department of Public Safety, the
Maine Chiefs of Police, the Maine Sheriffs Association, the South Portland Police Department,
and the Department of Attorney General, the Maine Civil Liberties Union, the Maine Turnpike
Authority, Maine Department of Transportation, the Maine Legislature, ALPR vendors,
municipalities, the general public, and the Department of Secretary of State. The Working



Group met three times at the South Portland Public Safety Building. The Working Group’s
meeting minutes and related documents have been posted to the Secretary of State’s website at:

http://www.maine.gov/sos/alpr.htm

The Working Group reviewed ALPR-related issues, including several states’ existing ALPR
policies. The Working Group specifically reviewed the International Association of Chiefs of
Police’s (JACP) model ALPR policy, and the South Portland Police Department’s policy. The
Working Group noted that there are issues with respect to data collection, retention, access and
usage. The Working Group agreed that state statutes and polices must be flexible and agile
enough to address current and future issues, while protecting personal privacy.

The Working Group agreed to limit its discussions to issues primarily related to traffic
enforcement and direct public safety. Issues and concerns relative to the use of ALPR
technology for targeted criminal surveillance are beyond the Working Group’s charge. The
legislature should address these issues separately.

The Working Group noted that proposed state and municipal laws and policies go through a
rigorous review process, often including a fiscal review. Still, it can be difficult for the public to
track proposed policy changes.

The Working Group noted that the IACP’s model policy on ALPR usage is comprehensive,
adequately addresses privacy and confidentiality of data, and could serve as a model state policy.
The IACP model policy is contained in Appendix B. The South Portland Police Department’s
policy is available at the website above. Draft legislation requiring the MCJA to create a model
policy is contained in Appendix C.

The Working Group acknowledged that ALPR technology is an important law enforcement tool,
enabling law enforcement personnel to be much more efficient and effective, resulting in
increased highway safety. The Working Group also acknowledged that personal privacy and
data confidentiality must be protected. The Working Group found that, in general, Maine has
strong laws and policies in place to protect the public from the misuse of law enforcement-
related data and intelligence.

The Working Group noted that Maine law enforcement agencies are required to develop and
follow policies relative to most law enforcement actions. These polices must conform to the
Maine Criminal Justice Academy’s model policies, and must be submitted annually to the Board
of Trustees for review. Failure of a law enforcement agency to submit their policies for review
can result in prosecution. If an officer violates an agency policy, that officer can be disciplined
including losing certification as a law enforcement officer.

The Working Group discussed the twenty-one day retention period for ALPR data currently in
Maine law. While most law enforcement agencies likely would prefer a longer retention period,
some members expressed concern about retaining the data at all. The Working Group noted that
the current twenty-one day limit is a compromise, and agreed not to recommend any change at
this time to the maximum retention period.



The Working Group noted that some non-law enforcement agencies use ALPR-type technology
including the Maine Turnpike Authority, and the Maine Department of Transportation. The
MTA uses cameras at toll booths to capture images only of toll violators. A person processes
these photos individually. The MDOT uses imaging to analyze traffic patterns, including in
particular, turning movements. MDOT uses only the last three digits of the plate, and never
needs to determine the vehicle registrant.

Working Group Findings and Recommendations:

The Automated License Plate Recognition Working Group makes the following findings and
recommendations:

e Maine’s privacy and confidentiality laws with respect to law enforcement data and
intelligence are sufficient to protect citizens’ rights. Law enforcement agencies must
protect and hold confidential intelligence information including ALPR data.

e LD1561 clarified the use of ALPR data, and limited its retention and dissemination.

e Law enforcement agencies planning to use ALPR technology should be required to adopt
a usage policy based on a model policy approved by the Maine Criminal Justice
Academy. 25 MRSA 2803-B should be amended to require any law enforcement agency
using ALPR technology to submit its policy annually to the Board of Trustees of the
Criminal Justice Academy for review for compliance with the model policy.

e Any state agency intending to use technology similar to ALPR’s should develop a data
collection, retention and disposal policy. ALPR-type data used for planning purposes
should not be subject to Freedom of Information Act disclosure.

e The Commissioner of Public Safety should make periodic reports, as requested, to the
relevant joint committees of the legislature relative to ALPR usage in the state.

¢ Public input should be actively sought for any ALPR policy changes at both the state and
municipal level.



Appendix A

29-A MRSA, §2117-A, Chapter 605, PL 2010
Use Of Automated License Plate Recognition Systems

1. Definitions. As used in this section, unless the context otherwise indicates, "automated
license plate recognition system" means a system of one or more mobile or fixed high-speed
cameras combined with computer algorithms to convert images of registration plates into
computer-readable data. "Automated license plate recognition system” does not include a photo-
monitoring system, as defined in Title 23, section 1980, subsection 2- A, paragraph B,

subparagraph (4), when used by the Maine Turnpike Authority or a law enforcement agency for
toll enforcement purposes.

2. Prohibition. Except as otherwise provided in subsection 3, a person may not use an
automated license plate recognition system.

3. Exception. Subsection 2 does not apply to:

A. The Department of Transportation for the purposes of protecting public safety and
transportation infrastructure;

B. The Department of Public Safety, Bureau of State Police for the purposes of commercial
motor vehicle screening and inspection; and

C. Any state, county or municipal law enforcement agency when providing public safety,
conducting criminal investigations and ensuring compliance with local, state and federal laws.
For purposes of this paragraph, an automated license plate recognition system may use only
information entered by a law enforcement officer as defined by Title 17-A, section 2, subsection
17 and based on specific and articulable facts of a concern for safety, wrongdoing or a criminal
investigation or pursuant to a civil order or records from the National Crime Information Center
database or an official published law enforcement bulletin.

An authorized user under this subsection of an automated license plate recognition system
may use an automated license plate recognition system only for the official and legitimate
purposes of the user's employer.

4. Confidentiality. Data collected or retained through the use of an automated license plate
recognition system in accordance with subsection 3 are confidential under Title 1, chapter 13 and
are available for use only by a law enforcement agency in carrying out its functions or by an
agency collecting information under subsection 3 for its intended purpose and any related civil or
criminal proceeding.

A law enforcement agency may publish and release as public information summary reports
using aggregate data that do not reveal the activities of an individual or firm and may share
commercial motor vehicle screening data with the Federal Motor Carrier Safety Administration
for regulatory compliance purposes.

3. Data retention. Data collected or retained through the use of an automated license plate
recognition system in accordance with subsection 3 that are not considered intelligence and
investigative information as defined by Title 16, section 611, subsection 8, or data collected for
the purposes of commercial motor vehicle screening, may not be stored for more than 21 days.

6. Penalty. Violation of this section is a Class E crime.
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PURPOSE

The purpose of this policy-is to provide officers with
guidelines on the proper use of license plate recogni-
tion (LPR) systems, also commonly known as licerise
plate reader systems.

POLICY

The availability and use of LPR systems have provid-
ed many opportunities for the enhancement of pro-
ductivity, effectiveness, and officer safety: Itis the pol-
icy of this agency that all members abide by the guide-
lines set forth lerein when using LPR svstema.

ACRONYMS AND DEFINITIONS

FOUO: For Official Use Only

LPR: Livense Plate Recognition/License Plate
Reader

OCR: Oplical Character Recagnition

Renid: Digital images of license plates and vehicles
and associated metadata (e.g, date, time, and geo-
graphic coordinates associated with the vehicle image
capture) that are captured by the LPR system.

Alert: A visual and/or auditory nolice that is trig-
gered when the LPR system receives a potential “hit”
on a license plate.

Hit: A read matched to a plate that has previously
heen registered on an agency’s “hot list” of vehicle
plates related to stolen vehicles, wanted vehicles, or
other factors supporting investigation, or which has
been manually registered by a user for further investi-
gation,

Het list: License plate numbers of stolen cars, vehi-
cles owned by persons of interest, and vehicles associ-
ated 'with AMBER Alerts that are regularly added to
“hot lists” circulated among law enforcement agen-

’

v,

cies, Hot list information can come from a variety of
sources, including stolen vehicle information from the
Nationial Insurance Crime Bureau and the National
Crime Information Center (NCIC), as well as national
AMBER Alerts and Department of Homeland Secuwity
watch lists. Departments of motor vehicles can. pro-
vide lists of expired registration tags, and law enfcroe-
ment agencies can interface their own, locally com-
piled hot lists to the LPR system. These lsts serve an
officer safety function s well as an Investigatory pur-
pose. In addition to agency suppotted hot lists, users
may also manually add license plate nanibers to hot
lists in order to be alerted if and when a vehicle Hcense
plate of interestis “read” by the LFR system:

Fixed LPR system: LPR cameras that are perma-
nently affixed to a structure, such as a pole, a traffic
barrier, or a bridge.

Mobile LPR system: LPR cameras that are affixed,
either permanently (hardwired) or temporarily {e.g,
magnet-mounted), to a law enforcement vehicle for
mobile deployment.

Portable LPR sysfen: LPR cameras that are trans-
portable and can be moved and deployed in a varety
of venues as needed, such as a traffic barrel or speed
radar sign.

PROCEDURES
A, General
1. The use of LPR systems is restricted to public
safety—related missions of this agency.

. LPR systems and associated equipment and
databases are authorized for official public
safety purposes. Misuse of this equipment and
associated databases, or data, may be subject to
sanctions and/ or disciplinary actions.

3. LPR systems and LPR data and associated

(£




vedia are the property of this agency and
intended for usein conducting of business
with limited exceptions noted elsewherein this
policy.

B. Administration

1. The agency shall designate an emiployee(s)
with administeative ovemght for LPR system
deployment and operations who Js (are)
responsible for the following:

a. Bstablishing protocols for-access, collection,
storage, and refention of LPR data and
associated media files

b. Establishing protocols to preserve and doc-
ument LER reads and “alerts” or "hits” that
are-acted on in the Held or associated with
investigations of prosecutions

¢. Fstablishing protocols to establish and
ensure the security and integrity of data
captured, stored, and/or tetained by the
LPR system

d.. Ensuring the proper selection of the per-
sonnel approved to operate the LPR system
and maintaining an adequate number of
frajnees;

e, Maintaining tecords identifying approved
LPR deploymenits and documenting their
results; including appropriate documenta-
ton of signific ant incidents and arrests that
are related to LPR usage

f. Authotizing any requests for LPR systems
use or data access according to the policies
and guidelines of this agency

2. Desw,nated trained pk,rﬂonne] shall check
equipment on a regular basis to ensure fune-
tionality and camera alignment. Any equip-
ment that falls outside expected functionality
shall be removed from service until deficiéncies
have been corrected.

3. LFR systems repairs, hardware of software,
shall be-made by agendéy authotized sources.

License Plate Reader System Usage

1. LPR operation and access to LPR collected data
shall be fot official agency purposes only.

2. Only officers who have been properly trained
in the use and operational protocols of the LPR
systems shall be permitted to use it.

3. At the start of each shift users must ensure that
the LIR system has been updated with the
most current hot lists available.

4, LPR Alerts/Hits: Prior tednitiation of the stop:
a. Visually verify that the vehicle plate num-

ber matches the plate number run by the
LPR system, including both alphanumeric
characters of the license plate and the state
of issuance.

b. Verify the current status of the plate
through dispatch or MDT query when cir-

¥

o]

cumstances allow.

5. In each case in which. an alert or a hit is trig-
gered, the user should record the disposition of
the alert and the hitinto the LPR system

6. Hot lists may be updated manually if the user
enters a specific plate into the LPR system and
wants to be alerted when that plate is located.
Whenever a plate is manually eritered info the
LPR system, the officer should document the
reasan.

7. Special Details: LR use’during nontradiional
deployments (e.g., special operations or during
a criminal investigation) must be apptoved by
the administrator.

8. Searchies of historical data within the LPR sys-
tem should be dorie irv accordance with estab-
lished departmental policies and procerures.

D, LFR Data Sharing and Dissemination

LPR data should be considered FOUG and can be

shared for legitimate law: enforcement purposes:

1. When LPR data are disseminated outside the
agency, it should be documented in a sec-
ondary dissemination log.

2. Information sharing among agencies should be
dictated in accordarice with MOUs (memorzm—
da of understanding) or established depart-
mental policies.

T Refention

Please referto the [icense Plate Reader- Concepts and
Issnes Paper for a discussion o retention,

Acknowledgment
This Medel Polivy was developed by the International

Assaciation of Chiefs of Police (IACP) Law Enforcement
Information Marageraent (LEIM) Section, in cooperation
with the [ACP National Law Enforcement Policy Center.
Additional support was provided by the LFR Model
Policy Working Group, to.svhom we are deeply apprecia-
tive for sharing their agency policies and expertise.

Bvery ot has bean made by the JACE National Lawe Bnfewernent Policy
Centet staff and advisery baatd to ensuts that this model palicy incstpo tates the
wiest: cursard inforraation and conterporsry profassional judgment on this fssue.
However, law enforcement administrators shovtkd be ‘cautioned that no “modsl”
policy can nwet all the needs o any gven law entotcement agency. Bach law
enfomement agency upetates in a tinigue envimntment of federal coitrt rulings, state
faws, bocal ondinances, teg udicial and admaing dadsions and ool
Jective largdining ag it ratst be cobwidired. In addition. the fomiulation
of sperific ngency policies mitst take-indo acoount koal pelitical and compmunity
“patspactives and cists refogatives and denviids: ofierdivergent liw enforce-
ment: shiakegies and phifosophies; and the npadt of vided agency msnumve vapa-
Wilifies among other fachers,
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Appendix C

An Act Relating to Automatic License Plate Recognition Policies

Section 1. 25 MRSA § 2803-B as amended by C. 652, PL 2009, is further amended as follows:

1. Law enforcement policies. All law enforcement agencies shall adopt written policies
regarding procedures to deal with the following:

A. Use of physical force, including the use of electronic weapons and less-than-lethal
munitions;

B. Barricaded persons and hostage situations;

C. Persons exhibiting deviant behavior;

D. Domestic violence, which must include, at a minimum, the following:
(1) A process to ensure that a victim receives notification of the defendant's release from
jail;
(2) A process for the collection of information regarding the defendant that includes the
defendant's previous history, the parties' relationship, the name of the victim and a

process to relay this information to a bail commissioner before a bail determination is
made; and

(3) A process for the safe retrieval of personal property belonging to the victim or the
defendant that includes identification of a possible neutral location for retrieval, the
presence of at least one law enforcement officer during the retrieval and giving the
victim the option of at least 24 hours notice to each party prior to the retrieval;

E. Hate or bias crimes;

F. Police pursuits;

G. Citizen complaints of police misconduct;

H. Criminal conduct engaged in by law enforcement officers;

I. Death investigations, including at a minimum the protocol of the Department of the
Attorney General regarding such investigations;

J. Public notification regarding persons in the community required to register under Title 34-
A, chapter 15;

K. Digital, electronic, audio, video or other recording of law enforcement interviews of
suspects in serious crimes and the preservation of investigative notes and records in such
cases; and

L. Mental illness and the process for involuntary commitment.

M. Automated License Plate Recognition Systems. if an agency elects to use such a system.
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For purposes of this section, “Automated License Plate Recognition System” means a device
that uses a camera or optical character reader and computer technology to capture digital
images of license plates and to compare images to a database of plates of interest.”

The chief administrative officer of each agency shall certify to the board that attempts were made
to obtain public comment during the formulation of policies.

2. Minimum policy standards. The board shall establish minimum standards for each law
enforcement policy no later than June 1, 1995, except that policies for expanded requirements for
domestic violence under subsection 1, paragraph D, subparagraphs (1) to (3) must be established
no later than January 1, 2003; policies for death investigations under subsection 1, paragraph 1
must be established no later than January 1, 2004; policies for public notification regarding
persons in the community required to register under Title 34- A, chapter 15 under subsection 1,
paragraph J must be established no later than January 1, 2006; policies for the recording and
preservation of interviews of suspects in serious crimes under subsection 1, paragraph K must be
established no later than January 1, 2005; policies for the expanded use of physical force,
including the use of electronic weapons and less-than-lethal munitions under subsection 1,
paragraph A, must be established no later than January 1, 2010; and policies for mental illness
and the process for involuntary commitment under subsection 1, paragraph L must be established
no later than January 1, 2010; and policies for the use of automated license plate recognition
systems under subsection 1, paragraph M must be established no later than July 1, 2012.

3. Agency compliance. The chief administrative officer of each law enforcement agency
shall certify to the board no later than January 1, 1996 that the agency has adopted written
policies consistent with the minimum standards established by the board pursuant to subsection
2, except that certification to the board for expanded policies for domestic violence under
subsection 1, paragraph D, subparagraphs (1) to (3) must be made to the board no later than June
1, 2003; certification to the board for adoption of a death investigation policy under subsection 1,
paragraph I must be made to the board no later than June 1, 2004; certification to the board for
adoption of a public notification policy under subsection 1, paragraph J must be made to the
board no later than June 1, 2006; certification to the board for adoption of a policy for the
recording and preservation of interviews of suspects in serious crimes under subsection 1,
paragraph K must be made to the board no later than June 1, 2005; certification to the board for
adoption of an expanded use of physical force policy under subsection 1, paragraph A must be
made to the board no later than June 1, 2010; and certification to the board for adoption of a
policy regarding mental illness and the process for involuntary commitment under subsection 1,
paragraph L must be made to the board no later than June 1, 2010. The certification must be
accompanied by copies of the agency policies. The chief administrative officer of each agency
shall certify to the board no later than June 1, 1996 that the agency has provided orientation and
training for its members with respect to the policies, except that certification for orientation and
training with respect to expanded policies for domestic violence under subsection 1, paragraph
D, subparagraphs (1) and (3) must be made to the board no later than January 1, 2004;
certification for orientation and training with respect to policies regarding death investigations
under subsection 1, paragraph I must be made to the board no later than January 1, 2005;
certification for orientation and training with respect to policies regarding public notification
under subsection 1, paragraph ] must be made to the board no later than January 1, 2007;
certification for orientation and training with respect to policies regarding the recording and
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preservation of interviews of suspects in serious crimes under subsection 1, paragraph K must be
made to the board no later than January 1, 2006; certification for orientation and training with
respect to policies regarding expanded use of physical force under subsection 1, paragraph A
must be made to the board no later than January 1, 2011; and certification for orientation and
training with respect to policies regarding mental illness and the process for involuntary
commitment under subsection 1, paragraph L. must be made to the board no later than January I,
2011; and certification for orientation and training with respect to policies regarding automated
license plate recognition systems under subsection 1, paragraph M, prior to implementing such a

system.

4. Penalty.

5. Annual standards review. The board shall review annually the minimum standards for
each policy to determine whether changes in any of the standards are necessary to incorporate
improved procedures identified by critiquing known actual events or by reviewing new
enforcement practices demonstrated to reduce crime, increase officer safety or increase public
safety.

6. Freedom of access. The chief administrative officer of a municipal, county or state law
enforcement agency shall certify to the board annually beginning on January 1, 2004 that the
agency has adopted a written policy regarding procedures to deal with a freedom of access
request and that the chief administrative officer has designated a person who is trained to
respond to a request received by the agency pursuant to Title 1, chapter 13.

7. Certification by record custodian. Notwithstanding any other law or rule of evidence, a
certificate by the custodian of the records of the board, when signed and sworn to by that
custodian, or the custodian's designee, is admissible in a judicial or administrative proceeding as
prima facie evidence of any fact stated in the certificate or in any documents attached to the
certificate.

Summary

This legislation is based on the recommendations of the Automated License Plate
Recognition Working Group authorized by Chapter 605, PL 2010. The bill would require
any law enforcement agency using ALPR’s to develop a usage policy based on standards
approved by the Maine Criminal Justice Academy. The MCJA must establish minimum
standards for the use of ALPR’s.
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From: StGermain, Shaun A [mailto:Shaun.A.StGermain@maine.gov]
Sent: Tuesday, October 04, 2016 5:20 PM

To: Nale, Craig

Cc: Parr, Christopher

Subject: RE: RTKAC Subcommittee items

Craig,

I've asked Katie Johnson for her input on your questions. Attached is some information regarding the
confidentiality provision in the EMS Act.

I'll try answering your questions as best I can for your session tomorrow.

“all proceedings and records of proceedings concerning the quality assurance activities of an emergency
medical services quality assurance committee approved by the [Emergency Medical Services Board] and all
reports, information and records provided to the committee are confidential and may not be disclosed or
obtained by discovery from the committee, the board or its staff.”

Much of this may have to do with the potential for information gained from the QA process being used
against the provider in litigation. In addition to that, the QA process is a difficult one to approach, and many
providers are hesitant to engage in the process if they feel threatened, either by the threat of litigation or
through the loss of professional stature. Furthermore, QA is meant to be instructive rather than punitive. It
is this approach the enables us to gather accurate information. Anything warranting a deeper look (i.e.
harm to a patient}, then our investigations committee would look at the situation and proceed. All
investigation decisions are made public upon final dispensation.

Ref #62 is also within 32 MRSA § 91-B(1), but includes only §D. This exception makes examination
questions used by the Emergency Medical Services Board to fulfill cognitive testing requirements (required
by 32 MRSA § 85(3)(C)). A concern with the exception is whether those questions need to be confidential
when applicants might find them useful for preparing for the exam (like bar applicants use old bar exam

questions to study).

In order to protect the integrity of the exam process, we keep all exams confidential. The questions
themselves do not necessarily change from year to year. This policy is consistent with the National Registry
of Emergency Medical Technicians, which is where much of our exam material originates.



I hope this helps. I would be happy to speak with you further if you like. I'll be in our Board meeting by 9:30, but
will have email available.

Regards,
Shaun

From: Parr, Christopher

Sent: Monday, October 03, 2016 12:15 PM
To: StGermain, Shaun A

Subject: RE: RTKAC Subcommittee items
Importance: High

Hi, Shaun:

Could you please contact Craig Nale re: his inquiries below? (I've highlighted the relevant, MEMS-
related inquiries.)

Please don't hesitate to let me know if you wish to discuss.

C

CHRISTOPHER PARR
STAFF ATTORNEY | MAINE STATE POLICE

(e) christopher.parr@maine.goyv

DEPARTMENT OF PUBLIC SAFETY
MAINE STATE POLICE

45 COMMERCE DRIVE, SUITE |
AUGUSTA, ME 04333-0042

TS BMAL, AMND ANY ATTACHMENTS THERETO, MAY CONTAIN INFORMATION THAT I8 CONFIDENTIAL BY LAW
ANDCR INFORMATION THAT 13 PROTECTED 8Y ATTORNEY-.CLIENT PRIVILEGE. 1IF YO THINE YOU HAVE
RECEIVED THIS 5-MAILL I ERROR, PLEASE CONTACT ME WITH A REPLY E-MAIL AT THE BEARLIESY

COMNYENIENCE, THARK YOLL

From: Parr, Christopher

Sent: Wednesday, September 28, 2016 7:45 AM
To: Nale, Craig; StGermain, Shaun A

Cc: Scott, Brian P

Subject: RE: RTKAC Subcommittee items
Importance: High

Craig:
Thanks for the email.

With this email I am forwarding your email below to Shaun St. Germain, Director of Maine Emergency
Medical Services here at DPS. He is best able to respond to paragraphs 2 and 3 of your query.



Point of clarification: Is there a question with regard to paragraph 1?

C

CHRISTOPHER PARR
STAFF ATTORNEY | MAINE STATE POLICE

(e) christopher.parr@maine.gov

DEPARTMENT OF PUBLIC SAFETY
MAINE STATE POLICE

45 COMMERCE DRIVE, SUITE |
AUGUSTA, ME 04333-0042

TS E-MAIL, AND AMY ATTACHMENTE THERETO, MAY CONTAIN INFORMATION THAT IS CONFIDENTIAL BY LAWY
SHDIGR INFORMATION THAT IS PROTECTED BY ATTORNEY-CLIENT PRIVILEGE,  IF YOI THINE YOU HAYE
RECEIVED THIS E-MAL I ERAOK, PLEASE CONTACT ME WITH A REPLY E-MAL AT THE EARLIEST

CONYEMIENCE THAMK YOU,

From: Nale, Craig [mailto:Craig.Nale@legislature.maine.gov]
Sent: Tuesday, September 27, 2016 3:10 PM

To: Parr, Christopher

Subject: RTKAC Subcommittee items

Hi Chris,

At the last RTKAC Subcommittee meeting members had some additional questions or concerns about three provisions
affecting DPS: Ref ## 57, 58 and 62.

Ref #57 is at 29-A MRSA § 2117-A(4). It makes data collected by an automated license plate recognition system
confidential and available for use only by a law enforcement-agency; DOT for protecting public safety and transportation
infrastructure; and DPS/State Police for commercial motor vehicle screening and inspection. The exception does allow a
law enforcement agency to publish aggregate data and to share commercial motor vehicle screening data for federal
regulatory compliance purposes. Subcommittee members were concerned about the balance of confidentiality and
public access because DPS did not take a position on whether the exception should be continued. Members asked that
we reach out to DOT, BMV and commercial trucking representatives for further input, which | am doing.

Ref #58 is at 32 MRSA § 91-B(1). There are several exceptions in the opening paragraph and in paragraphs A-D below it,
but the exception the Subcommittee is seeking further information on here is in the first sentence. The first sentence
provides that “all proceedings and records of proceedings concerning the quality assurance activities of an emergency
medical services quality assurance committee approved by the [Emergency Medical Services Board] and all reports,
information and records provided to the committee are confidential and may not be disclosed or obtained by discovery
from the committee; the board or its staff.” Subcommittee.members were concerned about the breadth of this
exception, and especially with the confidentiality of reports, information and records provided to the Board.

Ref #62 is also within 32 MRSA § 91-B(1), but includes only §D. This exception makes examination questions used by the
Emergency Medical Services Board to fulfill cognitive testing requirements (required by 32 MRSA § 85(3)(C)). A concern
with the exception is whether those questions need to be confidential when applicants might find them useful for
preparing for the exam (like bar applicants use old bar exam questions to study).




If | can help explain these any further or reach out to additional interested groups for some information please just let
me know. Thanks again for all your help with these.

Craig

Craig T. Nale, Esq.

Legislative Analyst

Office of Policy and Legal Analysis

Maine State Legislature

13 State House Station, Augusta, ME 04330
(207) 287-1670
craig.nale@legislature.maine.gov



Right to Know Advisory Committee
Subcommittee on Review of Existing Public Records Exceptions
DRAFT Proposed Bill to Implement the Recommendation of the Efficiency Maine Trust

An Act to Implement Recommendations of the Right to Know Advisory Committee
Regarding Public Records Exceptions

Be it enacted by the People of the State of Maine as follows:
See. 1. 35-A MRSA §10106, sub-§1, YA is amended to read:
A. A record obtained or developed by the trust that:

(1) A person, including the trust, to whom the record belongs or pertains has
requested be designated confidential; and that the director has determined
contains information that gives the owner or a user an opportunity to obtain
business or competitive advantage over another person who does not have access
to the information, except through the trust's records. or access to which by others
would result in a business or competitive disadvantage, loss of business or other
significant detriment. other than loss or denial of financial assistance from the

trust, to any person to whom the record belongs or pertains; or

) (2) Contains information about the energy usage profile of an identifiable
customer of a transmission and distribution utility in the State or an identifiable
customer of a distributor of heating fuel or other energy source; and

The social security number. address. telephone number or e-mail address of a customer
that has participated or may participate in a program of the trust is confidential,

Sec. 2. 35-A MRSA §10106, sub-§3 is amended to read:

3. Disclosure prohibited; further exceptions. The director or a trustee, officer,
employee, agent, other representative of the trust or other person may not knowingly divulge or
disclose records designated confidential by this section, except that the beard director, in i#>s the
director’s discretion and in conformity with legislative freedom of access criteria in Title 1,



chapter 13, subchapter 1-A, may make or authorize any disclosure of information of the
following types or under the following circumstances:

SUMMARY

This bill changes the criteria for designation of records of the Efficiency Maine Trust as
confidential from requiring that each of four criteria be met to instead require that one of two
criteria be met, including: that a person to whom the record belongs has requested it be
designated confidential and the director of the Efficiency Maine Trust Board has determined the
record contains proprietary information, access to which would result in some competitive
disadvantage to any person to whom the record belongs or pertains; or that the record contains
information about the energy usage profile of an identifiable individual. The bill provides that
the social security number, address, telephone number or e-mail address of a customer that has
participated or may participate in a program of the Efficiency Maine Trust is confidential. This
bill also provides that the director of the Efficiency Maine Trust, instead of the Board of the
Efficiency Maine Trust, may disclose or authorize disclosure of otherwise confidential
information in certain specified circumstances.
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